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# Introduction

This document defines mechanisms that are anticipated to be used with the current version of PKCS #11.

All text is normative unless otherwise labeled.

# Errata for PKCS#11 Current Mechanisms Specification v3.0 OS

## Modification of CKA\_EC\_Point for Edwards Elliptic Curve Public Key (2.3.5 Edwards Elliptic Curve public key objects)

Table 136, Edwards Elliptic Curve Public Key Object Attributes

| **Attribute** | **Data type** | **Meaning** |
| --- | --- | --- |
| CKA\_EC\_POINT1,4 | Byte array | Public key bytes in little endian order as defined in RFC 8032 |

- Refer to [PKCS #11-Base] table 11 for footnotes

## Modification of CKA\_EC\_Point for Edwards Elliptic Curve Private Key (2.3.6 Edwards Elliptic Curve private key objects)

Table 237, Edwards Elliptic Curve Private Key Object Attributes

| **Attribute** | **Data type** | **Meaning** |
| --- | --- | --- |
| CKA\_VALUE1,4,6,7 | Big integer | Private key bytes in little endian order as defined in RFC 8032 |

- Refer to [PKCS #11-Base] table 11 for footnotes

## Modification of CKA\_EC\_Point for Montgomery Elliptic Curve Public Key (2.3.7 Montgomery Elliptic curve public key objects)

Table 338, Montgomery Elliptic Curve Public Key Object Attributes

| **Attribute** | **Data type** | **Meaning** |
| --- | --- | --- |
| CKA\_EC\_POINT1,4 | Byte array | Public key bytes in little endian order as defined in RFC 7748 |

- Refer to [PKCS #11-Base] table 11 for footnotes

## Modification of CKA\_EC\_Point for Montgomery Elliptic Curve Private Key (2.3.8 Montgomery Elliptic curve private key objects)

Table 439, Montgomery Elliptic Curve Private Key Object Attributes

| **Attribute** | **Data type** | **Meaning** |
| --- | --- | --- |
| CKA\_VALUE1,4,6,7 | Big integer | Private key bytes in little endian order as defined in RFC 7748 |

- Refer to [PKCS #11-Base] table 11 for footnotes

## Modification of EC pPublicData Meaning (2.3.16 EC mechanisms parameters)

The fields of the structure have the following meanings:

 pPublicData[[1]](#footnote-1) pointer to other party’s EC public key value. For short Weierstrass EC keys: a token MUST be able to accept this value encoded as a raw octet string (as per section A.5.2 of [ANSI X9.62]). A token MAY, in addition, support accepting this value as a DER-encoded ECPoint (as per section E.6 of [ANSI X9.62]) i.e. the same as a CKA\_EC\_POINT encoding. The calling application is responsible for converting the offered public key to the compressed or uncompressed forms of these encodings if the token does not support the offered form.
For Montgomery keys: the public key is provided as bytes in little endian order as defined in RFC 7748.

## Clarification of Elliptic Curve Diffie-Hellman key derivation reference (2.3.17 Elliptic curve Diffie-Hellman key derivation)

The elliptic curve Diffie-Hellman (ECDH) key derivation mechanism, denoted **CKM\_ECDH1\_DERIVE**, is a mechanism for key derivation based on the Diffie-Hellman version of the elliptic curve key agreement scheme, as defined in ANSI X9.63 for ECDSA keys and RFC 7748 for Montgomery keys, where each party contributes one key pair all using the same EC domain parameters.

# PKCS #11 Implementation Conformance

PKCS #11 Implementation Conformance is defined in Section 3 of **[**[**PKCS11-Curr**](#PKCS11_Curr)**]**.
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