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1 Introduction

The SAML V2.0 Assertions and Protocols specification defines the <SubjectConfirmation> element which can provide evidence that, when applied to a process known as a Method, may be used by a relying party to confirm that the message came from a system entity that is associated with the subject of an assertion. This specification defines a new subject confirmation method that uses evidence provided by the Kerberos protocol.

1.1 Terminology

The keywords "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this specification are to be interpreted as described in IETF RFC 2119 [RFC 2119].

1.2 Normative References


2  SAML V2.0 Kerberos Subject Confirmation Method

URI: urn:oasis:names:tc:SAML:2.0:cm:kerberos
The <KerberosData> element from the XML namespace urn:oasis:names:tc:SAML:2.0:attribute:kerberos MUST be present within the <SubjectConfirmationData> element. This element MUST contain a single instance of either the <KerberosCname> or the <KerberosSname> element. This elements MUST name the Kerberos [RFC 4120] user or service principal that is considered to be the subject of the assertion by the asserting party, subject to optional constraints on confirmation using the attributes that MAY be present in the <SubjectConfirmationData> element, as defined by [SAML2Core].
Example: The Kerberos user principal named "joe@EXAMPLE.ORG" can confirm itself as the subject.

```xml
<SubjectConfirmation Method="urn:oasis:names:tc:SAML:2.0:cm:kerberos">
  <SubjectConfirmationData>
    <KerberosData>
      <KerberosCname>
        joe@EXAMPLE.ORG
      </KerberosCname>
    </KerberosData>
  </SubjectConfirmationData>
</SubjectConfirmation>
```
3 Conformance

An asserting party implementation conforms to this profile if it can produce assertions and other SAML-defined content consistent with the normative text of section 2.

A relying party implementation conforms to this profile if it can accept assertions and other SAML-defined content consistent with the normative text of section 2.
Appendix A  Acknowledgments

The editor would like to acknowledge the contributions of the OASIS Security Services (SAML) Technical Committee, whose voting members at the time of publication were:

- John Bradley, Individual
- Scott Cantor, Internet2
- Duane DeCouteau, Veterans Health Administration
- Christian Guenther, Nokia Siemens Networks GmbH & Co.
- Frederick Hirsch, Nokia Corporation
- Ari Kermaier, Oracle Corporation
- Nathan Klingenstein, Internet2
- Hal Lockhart, Oracle Corporation
- Paul Madsen, NTT Corporation
- Kyle Meadors, Drummond Group Inc.
- Bob Morgan, Internet2
- Thinh Nguyenphu, Nokia Siemens Networks GmbH & Co.
- Rob Philpott, EMC Corporation
- Anil Saldhana, Red Hat
- Tom Scavo, National Center for Supercomputing Applications
- Kent Spaulding, Skyworth TTG Holdings Limited
- David Staggs, Veterans Health Administration
- Emily Xu, Sun Microsystems

The editor would also like to acknowledge the following particular individuals who contributed to the development of this document:

- Scott Cantor, Internet2
- Nathan Klingenstein, Internet2
- Tom Scavo, National Center for Supercomputing Applications
- Jeff Hodges, PayPal
## Appendix B  Revision History

<table>
<thead>
<tr>
<th>Document ID</th>
<th>Date</th>
<th>Committer</th>
<th>Comment</th>
</tr>
</thead>
<tbody>
<tr>
<td>sstc-saml-kerberos-subject-confirmation-method-00</td>
<td>3 Sep 2009</td>
<td>J. Howlett</td>
<td>Initial draft</td>
</tr>
<tr>
<td>sstc-saml-attribute-kerberos-cd-01</td>
<td>18 Nov 2009</td>
<td>J. Howlett</td>
<td>Committee Draft 01</td>
</tr>
</tbody>
</table>